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PROVIDING NEEDED INFORMATION RESOURCES REQUIRES MAJOR EFFORT

The Corporation is engaging in a wide variety of activities in the information resources
management area as it works to provide the most technologically advanced and useful systems
resources possible.  FDIC managers need reliable information from a multitude of systems on
which to base important business decisions in their particular areas of responsibility.  The
Corporation has budgeted $231 million in 1997 to be used by the Division of Information
Resources Management (DIRM) as the lead organization for the Corporation's information
resources management activities.  Funds allocated are used to coordinate FDIC's computer
operations and the data analysis used by agency officials involved in regulation and insurance
activities; foster the sharing and integration of information; and manage the agency's current
and future information needs.  One of the Corporation’s most significant current endeavors is
its Millennium Project-Year 2000.  (See box next page.)  Another of the Corporation's most
pressing challenges is to identify the changing corporate personnel and information system
requirements in an environment of reduced resources and increased demand for improved
financial and program management.
The OIG performs work to determine whether FDIC is effectively managing its information
resources management program and economically meeting the financial management and
information needs of its corporate users.  The OIG looks at systems already in place as well as
those in development. In the latter case, the OIG is committed to taking a proactive approach
in working with management on systems-
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STRENGTHENING CONTROLS OVER TELECOMMUNICATIONS ACTIVITIES
Another audit conducted during the reporting period focused on FDIC's telecommunications
operations and looked specifically at the Corporation's Washington, DC, Private Branch
Exchange Switch Equipment.  We found that generally, management needed to strengthen
controls over a variety of its telecommunications activities, such as corporate-provided
long-distance calling services, PBX and voice-mail equipment and services, and 1-800
services.  More specifically, we recommended improvements for 911 emergency services,
PBX and Voice Mail policies and procedures, controls over corporate calling cards, and
long-distance authorization codes.  In addition, we recommended improved controls over
1-800 services provided by the Corporation and more effective reviews of long-distance
telephone services provided by FDIC to its employees.  Additionally, we recommended steps
to ensure that security and use of PBX equipment is optimized.
Again, management officials took prompt action in response to the OIG's concerns in this
report and their attention to the issues resulted in the initiation, and in some cases, completion
of actions necessary to address many of the report's recommendations.
Additional audits and reviews conducted during the reporting period include audits of the
Electronic Data Interchange and Asset Disposition system development projects, the operating
system for the IBM mainframe computer, the Credit and Accounts Receivable Management
system security, the DB2 Data Base Management system, and an evaluation of issues involving
the development of the Legal Management Information System.


